£ MARIGOLD

Mobile Messages for Campaign

PRODUCT MANUAL | August 2023



{3 MARIGOLD

1  Foreword

Copyright

The contents of this manual cover material copyrighted by Marigold. Marigold reserves all intellectual property
rights on the manual, which should be treated as confidential information as defined under the agreed upon
software licence/lease terms and conditions.

The use and distribution of this manual is strictly limited to authorised users of the Marigold Interactive
Marketing Software (hereafter the “Software”) and can only be used for the purpose of using the Software
under the agreed upon software licence/lease terms and conditions. Upon termination of the right to use the
Software, this manual and any copies made must either be returned to Marigold or be destroyed, at the latest
two weeks after the right to use the Software has ended.

With the exception of the first sentence of the previous paragraph, no part of this manual may be reprinted or
reproduced or distributed or utilised in any form or by any electronic, mechanical or other means, not known or
hereafter invented, included photocopying and recording, or in any information storage or retrieval or
distribution system, without the prior permission in writing from Marigold.

Marigold will not be responsible or liable for any accidental or inevitable damage that may result from
unauthorised access or modifications.

User is aware that this manual may contain errors or inaccuracies and that it may be revised without advance
notice. This manual is updated frequently.

Marigold welcomes any recommendations or suggestions regarding the manual, as it helps to continuously
improve the quality of our products and manuals.
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3 Introduction
3.1 WHATCANYOUDOWITHMOBILE?

With Mobile you can send mobile messages to a mobile device which have your app installed. These
messages are sent from Campaign journeys. You can target all contacts that have your app installed.

Interactions on these messages are measured and are used to take specific action such as sending emails.
The app can track numerous events and return the data to Campaign where it can be used for filtering,
segmentation or steer a journey.

What type of messages can be sent ?

The Mobile solution allows to send following types of messages

= Push messages
= In-app messages
= |In-app content

3.1.1  PUSHNOTIFICATIONS

Push notifications can be used to keep your customers informed with relevant information or important
updates, even when your app is running in the background or is inactive. Push notifications can ensure that
relevant content is delivered on time, which brings value for a user and convertible actions for you.

Push messages usually appear on the device lock screen. A notice pops up when there is a new message and
the message is available in the message center. From there it can be clicked and opened in the actual app.
This must be permitted on the device. So nothing needs to be provided in the app by the app developer.
Permission is granted in the device settings, so it depends on the OS, iOS or Android. And the contactcan
choose to activate the message center.

The user must have opted in to receive push messages. The opt-in is stored in Campaign.

When Push messaging is configured, you can define the message banners and the actual messages in the
Push component in Campaign journeys. The mobile API will make sure these banners are sent and displayed
on the device.

Example: On the left, you can see the banner: an alert there is a new message. The user is not in the app at
this moment and this banner pops up on the lock screen. When you click it, the app is opened and the actual
message is displayed.

O3 v 4 m1558
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3111 ACTIVATEPUSHNOTIFICATION ON10S

From the Settings of the device, go to Notifications and select the installed app (eg. Parana)
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In the settings for the Parana app activate push messages and indicate if these should arrive in the message
center.
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31.1.2

ACTIVATE PUSH NOTIFICATION ON ANDROID

Go to the general tab/ Application Mgr. Select your app and activate the Notifications.

Connections Device

Controls

General

ACCOUNTS AND BACKUP

Q Accounts
e Cloud

PARANA
Version 1.5-dev

Application manager > App info

Force stop Uninstall
9 Backup and reset +/ Show notifications
DEVICE MANAGER STORAGE
5 Total 14.86MB
e Date and time .
Application 13.51MB
@ . SD card app 0.00B
Accessories Data 1.35MB
SD card data 0.00B
a= Application manager —
ear data
6 Default applications CACHE

3.1.2  INAPP MESSAGES

In addition, in-app messages are sent to users that are currently using the app. If the contact is not in the app
the messages are not received and can even expire. When the expiration date was reached and the message
was not sent to the app it is deleted. Unlike push messages, no permissions need to be granted on the device
itself. Contacts are opted in for these in-app messages automatically. The app developer can create an opt-
in/out functionality in the app, which is also stored in Campaign.

Example: On the left the contact is in the app and sees a new message. When he clicks the message icon, he
gets an overview of all messages and can then open the message itself.

PARANA o H = PARANA o H

Promo mercredi

Promo of the week mereredi

4] Mango Grey

Promo of the week mercredi

® Promo of the week mercredi

@ shops 16:59

"l

J1ad

Polaroid Cube
the Polaroid Cube lifestyle
action camera—water resistant,

chanbnranf maintahla and huilt ta

3.1.3  IN-APPCONTENT

Personalized content that is displayed in the app itself in dedicated locations in the app. This can be for
instance a banner, or some other html content.

8 Introduction
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Example: Here the contact is in the app. In the banner of the app an image ‘Gadgets and accessories’ is

displayed, that is explicitly added as in-app content at that location in the app. That content will expire after
some time

= PARANA

K

LATEST PRODUCTS

9. Mango Grey
il

i
d
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the Polaroid Cube lifestyle

action camera—water resistant,
ehanknranf manntahla and huilt ta

3.2 TYPES OF CONTENT AVAILABLE FOR MOBILE

The following types of message content can be sent.

Alerts (only in push notifications)

Get 30K off sl suring

mmmmmm ¢

e HTML

FASHION
FLASH

EXTRA 42% OFF

ON ORDERS ABGVE $100

USE CODE

e Website URLs
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Images

PARANA

50.- CASHBACK

CANON CAMERAS

Maps with mgrkers (onlxin push notifications)

The following links can be used in a message:

Make a phone call directly to the defined number

Send an SMS: opens the default sms application to send a sms to the defined number

Open mail client: opens the default email application to send an email to the defined email address
(you@company.com)

Open the browser: opens the default browser with a defined url

Open another app: opens a defined application such as Facebook, Twitter, etc (fb//)

Open a method in the app

Open the store: opens the store at a defined location(iTunes or Market) to download a defined
application. In 1OS this button does not have a parameter linked to it. For Android you need to enter a
parameter that corresponds to the namespace for the app (eg. For Twitter would be
com.twitter.android). The app developer needs to know how the app is called in the Market.

Close notification button: Closes the notification message and stores this click event in the Events
table

Responses with keyboard/files: closes the notification and shows the keyboard and text area. When
text is entered, a Send button is available. The entered response is send via the web service and
stored in the Events table in Campaign.

Response with image: there are two links in the app, one to take a picture and the other one to select a
file. Interactions on these links are not tracked.

Passbook

Technical Note: The feedback on sending of push notifications is stored in the Interfaces table.
If the message was sent correctly, if an error returns etc, is stored and can be
used in journeys to retarget. The statuses stored are in progress, succeeded, failed.

10
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4 How does Mobile Push work?

The following is the process for mobile push:

=N

=

The contact installs the mobile app.

When the contact launches the app, a dedicated event is automatically called in the SDK, and device-
related data is sent (device token, device ID, platform, etc.) and stored in a dedicated Devices list.

When the contact registers in the app, arecord is created in a linked audience list. Also, a check is
made to verify if the device already exists in the Devices table. If it does, nothing happens besides an
update of the LASTMODIFIED_DT field.

When the contact registers in the app, another event is called and if the contact does not exist in the
Devices table, arecord is created in the Audience list storing at least the email of the contact and
creating a link with the Devices list. If a contact with that email is detected, the record is updated.
Note: registration is not mandatory, but allows to identify the device and link it to a contact.

When the contact logs in to the application, the linked audience list is updated with any additional
information such as email, language, gender, etc. In addition, the contact’s status as logged in/out
and registered/unregistered is also stored in the Devices table. The contact is now a known contact.

If multiple contacts use the same device, when a contact logs on, the device is linked to the contact's
record. When a second contact launches the app, and logs in on the same device, the device is then
linked to the second contact's record.

After the user has installed the app and exists in Campaign’s Devices table, a dedicated Push
component can be used in a journey to send the contact push notifications as well as in-app
messages.

When the Push notification message is received, opened, or clicked, this information can be used ina
journey to send other messages to the contact or take other actions.

In addition, it is possible to use custom events with custom parameters and store and use this
information in Campaign in the Events table.

How does Mobile Push work? 11
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5 Details on how messages are sent and data is retrieved
5.1 PUSHNOTIFICATIONS

The way push notifications are sent is slightly different than for in-app messages. When a journey with a Push
notification is launched, the messages are pushed to the Services (Push broker) and, from there, sent to
Android or iOS services, which then send them to the devices. This happens in real-time. The customer
interaction with the message on the mobile device is tracked by the SDK, which sends the information back to
the services (Events broker).

/’ \\
/ X \
/ Selligent SaaS
2 Push
Campaign
Notification
Service

Joumey Push Services

Apple

Push
broker

Mobile

Component

Events Android

broker

L[ L])
[

~
~————————1—-———————__—’

i

S

Mobile Device

Selligent
SDK

, S

5.2 IN-APP MESSAGES

In-app messages are sent to the services where they arrive in a queue waiting to be retrieved. These
messages are not pushed to devices. The SDK retrieves In-app messages at predefined intervals (not in real-
time). The interval is configurable within the app itself.

Note: It is also possible to define the maximum number of messages kept on the server. Notify your Services team who
will modify that for you, if required.

12 Details on how messages are sent and data is retrieved
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/ Selligent Saas \

Campaign

Journey

I Mobile Device
In-app action

Mobile “ Seruice
Component Selligent

Send Inbox msg SDK
Events !
broker

(8O0

When in-app messages are retrieved by the end user, the app developer decides how they are handled. They
can be opened directly or added to the user’s inbox.

Push and In-app messages have a mandatory expiration date. When the date has been reached, if the
message has not been retrieved, it is deleted.

When no expiration date is chosen, it’s set to ‘today + 2 months’ by default.

Expressions can also be used in the expiration date field (eg.: ~(DATEADD('dd',7,GETDATE()))~)

Note: When the same app is installed on different devices, an opt-out on one device will not result in an automatic opt-out
on the other devices. If this is the behavior you want, it must be handled in the journey. Resetting the device results in
losing the device ID.

5.3 IN-APPCONTENT

In-app content is defined as personalized content that is displayed in the app itself such as banners, prize
notifications, or other HTML content.

Details on how messages are sent and data is retrieved 13
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A single app can have multiple containers that display in-app content. Each container can contain an unlimited
number of in-app contents of type HTML. For images and URLs there can only be one content displayed in a
container.

Note: If there is no content available to display in the container, the container can be hidden. It is the app developer who
decides what happens when there is no content (Details in the technical documentation)

Containers and content are attributed a category. This way only content of category “A” will be displayed in a
container of category “A.” (The category of a container is defined by the developer of the app. Refer to the
technical documentation for more information).

Note: Only one type of content can be displayed in a container. Either HTML, images or a URL is displayed, nota
combination of these. If this rule is not respected there will be no support when problems arise. The app developer needs
to communicate the category and type of content that is expected and the journey designer needs to take this into
account.

A container is also characterized by the number of in-app contents it can contain. This applies to HTML
content only. If there is only one allowed, only the last one retrieved is displayed. If multiple content is allowed,
these are displayed one after the other but always with the last one retrieved at the top.

In-app content can also contain links, but only a maximum of two is recommended, or else it would take up too
much space (i0S recommendation).

Note that in-app content navigation is not allowed. Links in the in-app content can not be used to navigate to the in-app
content itself.

In-app content can be displayed during one session only or over multiple sessions until new content is
available. So for one-session content, as long as the user does not close the app but simply navigates pages
in the app, the same content will be displayed.

Note: it is possible to send a push banner to inform the user new contentis available. To do this you need a second push
component to send the message. Itis not automatically done when creating the in-app content.

The configuration of in-app content is defined in the Push component as is the case for push messages and
in-app notifications.

14 Details on how messages are sent and data is retrieved
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Some examples: If you would have an app with multiple containers, each one with its proper in-app content,
you need to create a journey with multiple push components, create the in-app content for each of these
components, assign a category to the content and to the same for the containers in the app. The right in-app
content will be displayed in the right container In case you have an app with a container in which multiple html
content should be displayed, you need again to create a journey with multiple push components, define the
HTML in-app content in each of these components, assign a category to this content which corresponds to
the category of the container.

Technical note:
For in-app content, following tags are supported in the HTML.:

*br

*p

*div

* strong
*b
*em

* cite
*dfn

*j

* big
*small
*font

* blockquote

*h1lto h6

*img (limited to an url used as a reference to a resource present in the app and the code to retrieve this
resource must be implemented in an ImageGetter object. )

*font but only the color and face attribute

Other tags can be supported via the implementation of a TagHandler object. Styling is not supported at all

6 Push Notification functionality

The following is an overview of what is supported in Push notifications.

¢ Background notification is supported for iOS: The app user can de-activate push notifications when
the app is running in the background. This setting is defined in the system settings. By default,
background mode is activated. This mode is required for the use of in-app messages.

Examples of background mode are continuing to play audio when the app is closed, continuing to
receive location updates, etc.

e Multiple app support: A single Push component can be used by multiple apps. A customer with
multiple brands can have a proper app per brand and use push notifications for each one of these
brands. allows linking the different apps to one Push component. The customer has the choice
between using the same lists for all brands or using distinct lists per brand on one and the same
environment.

To be able to support multiple apps, the app ID will be stored in the Devices table. This way we can
have a separate entry per app and per device in the devices table.

¢ Queuing: Because several apps can use the same service, queuing is used to maximize performance.
Multiple threads are used and two queuing systems are employed: Azure or SQL.

Note: The number of push notifications that currently can be sent is around 3000 per minute. In the next release
we target a minimum of 20000 per minute.

Push Notification functionality 15
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6.1 PUSHBANNERS

After the Push connection is configured and fields are selected, you can define messages and the message
banners in the Push component in your Campaign journey. Using the Mobile API, you can make sure these
banners are sent and displayed on the device.

Example: On the mobile device screen shown below, the left side shows the push notification labeled “Free
delivery”. Even though the user is not currently logged into the app, this banner pops up on their lock screen.
When the user taps the message, the app is opened (as shown on the right) and the actual message is
displayed.

O3 ¥4 #1558

& Free delivery

15:58

JEUDI 20 OCTOBRE

Free delivery
Free delivery from 508
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7 What is needed to send mobile messages
7.1 MOBILEAPP

We need amobile app. The customer either already has an app or needs to develop one. In any case, the SDK
needs to be included in the app. Marigold provides an SDK for I0OS and for Android.

What is an SDK ?

A software development kit (SDK) is a set of software development tools to create applications for a certain
software platform or computer system. To enrich applications with advanced functionalities, advertisements,
push notifications and more, most app developers implement specific software development kits.

The SDK contains a series of standard methods/events that you can use to send information from the app to
the Marigold platform and store the data in Campaign lists. There are standard methods/ events with standard
fields but the customer could extend this with custom events and custom fields that are not by default
included. (Marigold provides detailed technical documentation on how to include the SDK in the app)

An example of an eventis a Loginin the app. This event needs to be called if you want to track whenever a
user logs in into the application. One of the possible SDK fields available for the Loginevent is the date and
time of login.

Itis up to the app developer to call the right methods at the right location in the app and pass on the right
parameters to the platform. (An interaction between the Campaign developer and the app developer is
required to know what events and data needs to be included in the app.)

Beside the methods and fields that can be called in the app, the app will also have to be configured to receive
in-app content. Therefore, containers need to be created in the app, at the location where the content should
go. (Containers are in fact specific locations in the app. These locations are given a specific name and are
identified by the term ‘Container’. The name of the container must be used when defining the in-app content in
the Mobile module). This also needs to be discussed between campaign developers and the app dev. (how
these containers will be called and where they should be placed)

Next, a registration form can be provided by the app developer. It is not mandatory but if you want to be able to
link a device to an actual contact, the device user should register himself. When the corresponding event is
called in the app, the data is sent to the platform and a link between the device and a contact in the audience
list can be made. For this, the email address of the contact can be used or the user id or even an external id.
(every contact can have multiple devices linked to him.)

Lastly, the app developer also needs to know if the contact can opt out for in-app messages. If this is the case,
the app developer should include this option in the app.

7.2 DEDICATED MOBILE INTERFACE

In addition, to be able to create a journey with a push component, an interface is required.

An interface allows interaction between the platform and external software. There are 2 types: file-based and
plug-in based interfaces. For Mobile a plug-in interface is used. These use a custom DLL script called a “plug-
in” to manage interactions with the external software. This Mobile interface uses the Mobile plugin (dll), a
specific plug-in created by Marigold that predefines information and events that can be used in Campaign
journeys, related to the SDK used to develop the (external) app.

For instance, has the message been sent? Is an in-app message treated? When these events are configured
in the interface they can be used in the journey.

7.3 MOBILEAPI

The Mobile API is used to communicate between Campaign and the app. This APl is installed on the
Campaign environment by Marigold employee.

What is needed to send mobile messages 17
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7.4 DEDICATED LISTS IN CAMPAIGN

To use push messages in a journey, you must start by creating several lists in Campaign.

Campaign uses a series of tables for mobile push to store information on the devices used , the contact and
the events triggered by the contacts. The customer can decide on the table names to use and where these
should be stored in the Campaign database.

¢ Audience list — Stores known contacts. in this example this list is named “Parana Users”. Usually the
Audience list already exists in Campaign as it is also used for other communications. The audience
list can contain whatever fields are required to store information on the contact.

e Devices list — Stores mobile device data and contains one record for each device. This list contains all
device data (deviceid, devicetoken, platform, etc.) and information on specific user interaction events
such as login, logout, register and unregister.

For Mobile Push, the Devices list is the master contact list that will be used in a journey. The reason for this is
that mobile messages are sent to a specific device, not to a contact. Contacts can have multiple devices, but
messages are always intended for one device. When a contact first launches the app, this list is automatically
updated. Afterwards, the list is updated whenever changes occur.

The following is a description of some of the fields in the Devices table:

o Optout: This field is set to 1 if Pushoptout and IAMoptout are both set to 1. The moment either
push messages or in-app messages are re-activated this value will be set to 0 again.

o Platform: Indicates the device operating system: value 2= Android or1 = iOS.
o Device_UID: Unique ID of the device.
o Device_token: Technical field based on the device-id and the application ID.

o Pushoptout: Field is either 0 (opted in) or 1 (opted out). When a contact installs the app, they
accept or decline notifications. If they accept, this field is set to 0. If they decline, this field is set to
1. If the user later blocks the notifications, the next time the app is launched, this field is set to 1.

o |AMoptout: Opt-out value for in-app messages: 0 = opted in; 1 = opted out.

o App_ID: The ID of the app. This allows storing multiple apps in the same Devices list.

The above list of fields is updated automatically by the event Setinfo, which is called when the app is launched.
These fields are by default there but there are more standard fields that are used by the Setinfo event. They
are however not matched by default. These additional standard fields can be added to the user list or to the
devices list or their profile extensions.

Here is an overview of other Standard fields:

SEF_DEVIDE_NEW_ID
SEF_DEVICE_TYPE
SEF_COUNTRY
SEF_SDK_VERSION
SEF_SYSTEM_VERSIoN
SEF_TIMEZONE
SEF_APPLICATION_KEY
SEF_IDENTITY

18 What is needed to send mobile messages
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e Events list— a data list containing the information for the events activated and stored. Only the
numeric value of the event is stored. The events by default stored in this table need to be activated
explicitly when configuring the app in the Mobile Module. The fields by default matched in this list are:

SEF_TYYPE: The type of event, expressed as a numeric value
SEF_LIST_DEVICE_ID

SEF_IS_IAM: is this an in-app message

SEPUSH_ID: the id of the push message that triggered the event
SEF_CREATED_DT: the date of the event

Following type of events are stored

3 PushReceived

4 PushOpened

5 ClickButton

8 UserCustomEvent
10 ClickButtonCancel
12 MediaEvent

¢ Profile extension — Created by Marigold for the User and the Devices lists for custom fields. These
profile extensions keep the master lists clean, making them faster to access. The profile extension is
created automatically when the setup is done in the Mobile module. It will have the name of the
Devices list + EXTMOBILE.

We recommend storing all non-standard matched fields in these profile extensions. These can either
be standard SDK fields that are not matched by default or custom-defined fields. An example of a non-
standard field could be address fields used in the registration of the contact. These are not in the SDK
by default, but can be added if required.

The Devices list has relationships with the other lists as follows:

¢ Many-on-1 (N:1) to the Audience list. A contact can have multiple devices.
¢ 1-on-Many (1:N) to the Events list. A device has multiple events (buttons pushed, app logins...)
¢ One-to-One (1:1) to the profile extension for custom fields, which is also linked to the Audience list.

Devices Events
D

NAME
DEVICEID
DEVICETOKEN

USERID

D
DEVICEID
NAME
TYPE

Contacts
1D

NAME

MAIL

7.5 WHATEVENTS ARE AVAILABLE

To be able to define what you need, you need to know what is by default available as an event in the Mobile
SDK.

What is needed to send mobile messages 19
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An overview of all standard events:

PushReceived: the message was received on the device

PushOpened: the message has been opened

ClickButton: a click on a button in the message

UserCustom: acustom defined event. This can be anything that you need and is not provided by default
ClickButtonCancel: the Cancel button in a message is clicked

Mediaevent: refers to an event where a contact answers with a file attached. For instance, when the
contact takes a picture and sends this.

All of the above events need to be activated explicitly (this is done by the Marigold administrator configuring
the app). However once activated data is stored automatically in the Events table

For each one of these events a series of standard fields is available:
All standard SDK fields start with SEF_. These fields will then be matched with fields in the list.

At PushReceived/PushOpened
[ ]

e SEF_APPLICATION_KEY (the app key)
e SEF_IS_IAC (is this an in-app content)
e SEF_BTNL_ID (theid of the button)

At ClickButton/ClickButtonCancel

e SEF_APPLICATION_KEY
e SEF_BTN_LABEL

e SEF_IS_IAC

e SEF_BTN_ID

At UserCustomEvent
[ ]
[ ]

e SEF_APPLICATION_KEY
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e SEF_IS_IAC
e SEF_BTN_ID

At MediaEvent
[ ]

e SEF_APPLICATION_KEY

e SEF_BTN_LABEL

e SEF_MEDIA_TEXT (the text replied)
e SEF_IS_IAC

e SEF_BTN_ID

The following event is always executed. The app developer does not need to do anything for this event:

e  Setinfo. this event is executed when the app is launched on the device. The SDK will automatically send
information to Campaign and store that data in the Devices list

Following is a list of all the fields that are used by this event. The fields in green are by default matched with the
Devices table. The other fields in black can be matched either in the profile extension of the Devices/Contatcs
list, the Devices list itself or the Contacts list. Never in the Events list.

e SEF_DEVICE_NEW_ID (used to store the new Device ID in case it changes (eg contact swaps devices)
e SEF_DEVICE_TYPE

e SEF_COUNTRY

e SEF_SDK_VERSION

e SEF_SYSTEM_VERSION

e SEF_TIMEZONE

e SEF_APPLICATION_KEY
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e SEF_IDENTITY

e Then there are the events Login, Logout, Register; Unregister which return data to Campaign when a
contact logs in or out, registers or unregisters from the app.

These events are tracked always, however only when there’s a matching field for these events they will be
stored.

Following is a list of default fields that are available for these events.
At Login

o

e SEF_FIRST_LOGIN

e SEF_LAST_LOGIN

e SEF_LOGIN_COUNT

e SEF_LOGGED

At Logout

At Registration/Unregistration
[ ]

e SEF_REGISTER

Ex: This means that if you want to store the last login date of the contact for your app, that you need to add the
field SEF_LAST_LOGIN to the field matching.

e Last, there are the custom events. These events need to be defined entirely from scratch. As well as the
custom fields that are used by these events. (The app developer needs to know which event and what
data to be able to send the information to Campaign from the app)

EX: the standard Loginevent only stores the data of the last login. If you want a history of dates of login you will
have to create a custom event Login, that has a custom field ‘Date’ and add this custom field to the Events
table (with Field matching in the Mobile module). You also need to create the field in the Events list.
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8 Installation and Set-up

The installation is performed by the Marigold team. They will execute the required steps to install the services
and platform. However, the customer has two actions to take:

e Create the app using the SDK

e Provide information to Marigold on:

Tables to use

The folder where tables should be stored
Fields to match

Events to track

8.1 WHATDO YOUNEED TO KNOW BEFORE STARTING

(@)

O O O

Itis important to define who needs to know what before setting the environment.

The app developer needs to know.

¢ which events need to be called and what data needs to be passed on.

e If custom events are required, when they need to be called and what custom fields are to be linked to
those events

e Ifcontainers need to be created in the app to show in-app content, where and how they are named.
e Ifaregistration formis required
e |If opt-out needs to be provided in the app for in-app messages

Note that the app developer must also handle specific items. For instance, if you want to track registration, the
app developer must provide in the app a Registration form that when submitted calls the Register event and
passes on data.

The same goes for a Login to the app. The login process is handled by the app developer. If you do not want a
login that is fine as well.

Note: Marigold provides all required documentation to set up the app using the SDK. This documentation exists for IOS
and Android.

The Campaign system administrator needs to know

e Technical details on the app: a ClientPublicKey and a SelligentPrivateKey are communicated to the
customer. => comes from Marigold

e Technical details on the Campaign environment, such as API urls and keys => comes from Marigold

e What lists should be created in Campaign

e What fields should be created for each one of these lists

The Campaign developer needs to know

¢ How theinterface is called to be able to use it in a journey
e The names of the lists to use

8.2 CREATEOROBTAINAMOBILE APP

To send a mobile message, you need to obtain or create a mobile app. Your app must also include the
Software Development Kit (SDK). Marigold provides an SDK for iOS and for Android. Marigold provides
detailed technical documentation on how to include the SDK in the app.

Technical note.
The |OS certificate and secret need to be provided to Marigold. For more information on how to get this,
check out the addendum.
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For Android apps, the server key must be provided. (This is available from the Google admin console
(Firebase).

i Mobile2017 ~ Go to docs
h Firebase

A Overview o Settings

GENERAL CLOUD MESSAGING ANALYTICS ACCOUNT LINKING SERVICE ACCOUNTS

Jl Analytics

Project credentials

&% Authentication

Database 'ADD SERVER KEY

Storage

Key Token

[LI |

Hosting

—~

- Functions

[ Testiab Legacy server key (3

Crash Reporting Sender ID (D

o

Performance

Notifications
i0S app configuration
Remote Config

Dynamic Links

- % 0!

€ Admob

The SDK contains a series of standard methods/events that you can use to send information from the app to
the platform and store the data in Campaign lists. There are standard methods/ events with standard fields,
but the customer could extend this with custom events and fields.

An example of an event is a Loginin the app. This event must be called if you want to track whenever a user
logs in into the application. One of the possible SDK fields available for the Loginevent is the DATE/TIME of
login.

Itis up to the app developer to call the right methods at the right location in the app and pass on the correct
parameters to the platform. (An interaction between the Campaign developer and the app developer is
required to know what events and data needs to be included in the app.)

Note: When using the SDK, the developer must specify a URL to connect to the service Pushevents. For more
details, contact your Support representative. This URL always has the following structure:

< URL of instal>+"Mobilepush/api/"

8.3 CREATE MOBILE APP CONTENT CONTAINERS

Your app must also to configured to receive in-app content. Therefore, content containers must be created in
the app at the location where the content will appear.

These content containers are each given a specific name and are identified by the term ‘Container’. The name
of the container is then used when defining the in-app content in the Mobile module. The names and locations
of the containers must be discussed between Campaign developers and the app developers.
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8.4 REGISTER THE MOBILE APP (OPTIONAL)

Next, you will want to create a way to register the mobile app user so that they are associated with their mobile
device in Campaign. To do this, you must provide a registration form to the app developer, who will use it to
create “Registration” eventin the app.

When the user registers in the app, they provide an email address and name. The registration data is captured
and sent to the platform and a link between the device and the mobile user is stored in an audience list based
on their email address. Each contact may can be linked to multiple devices.

8.5 INCLUDE AN OPT-OUTEVENT (OPTIONAL)

The app developer also needs to know if the contact can opt out (decline or refuse to accept) for in-app
messages. If this is the case, the app developer should include this option in the app.

Campaign also provides dedicated opt-outs for both push notifications and in-app messages. If the user opts
out, push messages are deactivated in the settings of the device. However, in-app messages can still be
retrieved and shown in the inbox.

Regardless, the app developer can provide an opt-out option within their app, but not on the device. When the
opt-out value=0, the device is opted in. If the value=1, the device is opted out. When the value=2, the device ID
has been modified.

8.6 CREATEADEDICATED MOBILE INTERFACE IN CAMPAIGN

To be able to create a journey with a Push component, a custom interface component must be created
between the platform and external software.

Campaign’s Mobile Push uses a custom DLL script “plug-in” to manage interactions with the external
software. The Mobile plugin (dll) predefines information and events that can be used in Campaign journeys,
depending on the SDK used to develop the external mobile app.

Depending on these variables and events, an interface component can have different input fields for the
variables, and different triggers (arrows in a journey) for the events.

For instance, queries can be executed to determine if an in-app message has been sent or if a response has
been received from a push notification or other message. When these events are configured in the interface,
they can be used in a journey.

To create a plugin:

—)
1. Launch Campaign and in the left Navigation bar, click Processes , then click the Interface tab.

®

Interfaces

« Mew plugin interface Mew file interface

2. Click New plugin interface.

3. InthePlugin field, select the Mobile Push plugin.
4. Click Configure.
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Interface properties x

General Fialds

Name: |Mob\|e Push |

Description

Interface Module

Select a plugin for this interface

Plugin: |Se|l|gentMob|\e Push 14 V‘ Configure

Version: |SeIIigenLPush.PIugin1_4.dH (v1.4), Outbound Plugin
Type: Mobile push ~
Scheduling Plugin Parameters

Define the execution interval for this plugin

Configure the Interface Plugin using the properties below. Press OK to commit changes.

Interval 10 URL to send Pushs™: |htlp Jimyinstall/SelligentPushEventApi/PushServices svec | I:|

Batch Size 100 Trace level™: Warning » l:|
Appli 1KEY*: [ =
Application private ke | | D
"o | o |

Specify the URL for the push service.

Example: < Selligent_install_folder>/SelligentPushEventApi/PushServices.svc

Select the Trace Level at which you want to log messages. Note that the Debug level should only be
used in test mode

Enter the Application Key and Application private key provided by Marigold.

Click OK.

oN @ O

When a new interface is created, a record is created in the INTERFACES table and an ID is attributed to this
interface:

To check this, go to Configuration/Scripting and enter the following: select * from INTERFACES
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parana.selligent.com | Selligent Admin £~ 7 _ B X

Campaign

] Seripting (¢}

- 5 ® ©® @ ® 6 @

~ CONFIGURATIO!

& New query sheet Execute Encode/Decode Advanced mode Generate differential DB AlterScript Export Export to Excel
User rights (0 seconds) Query(ies) executed successfully Show the query execution plan

Scripting
Languages
Global data

select * from Interfaces

Platform
MTA
Connectors

C
0]
oG
“
=
“

< >
F )
CHANNELID LISTID INTERFACELISTID ~ CREATED DT MODIFIED_DT STATE  DESCRPTION XML INTERVAL

(:) 4 Twitter Direct 0 55 5/9/2016 11:13 AM  10/20/2016 10:16 AM  TWITTER DM ACTIVE <NONAME BATCHSIZE="100"> <SCHEDULE IN...

5 Auto-Generated - PRINT 0 81 5/25/2016 8:36 AM  9/27/2016 2:43PM  PRINT STOP <NONAME INTERFACE_FILEFORMAT="FALSE" 5C...

6 Auto-Generated - FILE 85 5/26/2016 6:44 PM  8/28/2016 6:44 PM  FILE STOP <NONAME INTERFACE_FILEFORWAT="FALSE" 5C

7 FB Custom Audience 0 86 5/26/2016 6:49 PM  8/30/2016 3:30PM  FILE sTOP <NONAME INTERFACE_FILEFORMAT="TRUE" SC.

15 SMSIN 0 118 6/11/2016 456 PM  10/20/2016 10:20 AM  SMSIN ACTIVE <NONAME BATCHSIZE="100"> <SCHEDULE IN...
E 16 Call Center 0 19 7/17/2016 11:28 AM 10/19/2016 11:44 AM  CALL STOP <NONAME INTERFACE_FILEFORMAT="TRUE" SC.

35 Selligent Mobile Push 1.4 1307 10/20/2016 11:45 ... 10/20/2016 132 PM  MOBILE PUSH ACTIVE Selligent Mo... <NONAME BATCHSIZE="100"> <SCHEDULE IN... I .
¢ < >

seet 1 |

For every interface a dedicated table is created holding all the fields that the plugin provides in addition to the
standard Interfaces fields. This table will store a record for every time the interface is executed. You have a
view on the status of the interface (Failed, Sent, processing, treated) for each of the devices to which the
message is sent, the platform that was used (IOS/Android), if the device is opted out, the campaign in which
the interface is used, etc

In the Scripting section enter: select * from INTERFACE_35 => 35 is the id of the mobile push interface

(0 seconds) Query(ies) executed successfully Show the query execution plan
select * from Interface 35

USERID STATE DLISTID DITEMID CREATED_DT EXEC DT FE_DT FILEID FB_FILEID EXTID ERRORSTR RULEID CHANGED TRIGGERID PLATFORM DEVICETOKEN
1380 0O 30 o 0 10/20/2016 10:32 AM  10/20/2016 10:21 AM
1380 9 30 o 0 10/20/2016 9:07 AM  10/20/2016 10:22 AM 1 9c031f671d006c72b8e3417a8eb:
1390 0 30 o o 10/20/2016 9:09 AM  10/20/2016 10:21 AM
1380 9 30 0 o 10/20/2016 10:24 AM  10/20/2016 10:26 AM 1 9c031f671d006c72b8e3417a8eb;
1380 5 30 o 0 10/20/2016 10:24 AM  10/20/2016 10:25 AM 2 fuuAOBzLx2U:APASTbFEZftoKPO1

For example: you can use the status field to create a selection of devices for which the message was not sent
(failed). Filter on the Campaign ID and action ID to select the right message and use status=failed

o Scripting

© ® © ®@ 6 @

¢ Mew query sheet Execute Encode/Decode Advanced mode Generate differential DB AlterScript Export  Export to Excel

(0 seconds) Queryiies) executed successfully Show the query execution plan
select DEVICEID from Interface_35 where CampaignID='348"' and ACTIONID="22"' and Statu5='Failed'|

select DEVICEID from Interface_35 where CampaigniD="'340' and ACTIONID='22' and Status="'Failed'
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9 Configuring the Push component in a journey

When sending push messages from a journey, the Devices list is used as the audience list. The reason for this
is that one contact can have multiple devices and if we use the contacts audience list, Campaign does not

know to which device the message should be send as there can be more than one.

To create a journey using Mobile push:

1. Create a new journey and add the Devices audience list from the Audiences tree on the left.

2. Drag and drop the Mobile Push component from the Interfaces tree on the left.

C Campaign

I

~ JOURNEY MAPS & ASSETS

ua

£ Lunnmere
04 - viral

05 - Social

07 - Call Center
08 - Onboarding
09 - Target

10 - Mobile

=2 1 - Mobile - Re-engage Mabile Users
“ 2 - Mobile - Online behavioral promo
=2 3 - Mobile - Remind me later

=5 4- Mobile - App behavioral promo

11 - Testing

* 12 - Demandware

Selligent

¢ v v v v ov o

* AUDIENCES
I

L Mabils - App behavicrsl proms

4- Mobile - App behavioral promao

® ® O
Launch
&~ H=

8

Report  Actions

u -
u 18

List - PushDavicas

Start

2]

7 Instant - Electro
-
- 3

2] (1)

- -

- -
g LAl InList
A 1Y
-

Execution: Single shot /f
(FlowID: 287) e
1 -
1St InLjse” |
1 - 7]
i
1 5 4
- "
i Lisp,HushDevices - Instant - Fashion
1 -
i g 1a) .. a7 )
H ” "’
i - -
1
i

B

~ INTERFACES -
5 s - List - BushDevicas - Instant - Home
@ Pinned L~ ‘,' . - i
gAu‘m-Generated - FILE Py ’,4 v ‘—’[Lﬁ)— (2]
Auto-Generated - PRINT - L~ -
B BACKUP Mobile trigger push ,” - - -
¥ Call Center ’d”," ‘_,—"'
W didier ,:,' "-"
< FB Custom Aud\'encs:”’ _ -
0 Mobile Push $’_,—-‘

0 Push notification
=RV

B sms IN

W Twitter Direct
& Voucher Module

0 Errors & Warnings &

3. Configure the Mobile Push component as follows:

NOTE: All values entered in the Push banner and Message fields need to be placed in single quotes.
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Properties

General Links Advanced ‘:_,___-— These tabs vary depending
on the Type selected

Name Register] | Instant ~
Distribution Push message ~ | Type URL ~|  Category
Sound nomne R Bat:lgeI
L
Push banner
Title I'Reg.smr
Content | ‘Flease register'
Message
Title | ‘Flease register’
Content “https://parana.selligent.com/optiext/optiextension.dli? 1D =7YUjKIFINOSENNVQD1SWdVBUImMWLYMLICIE . Upload

[ | !

Entered text in these
fields must be in
'single quotes’

Specify the following parameters:

Name: Enter a unique name for the Mobile Push component.
¢ Instant: Choose from the drop-down menu whether activation of this component in the journey will be
Instant or Scheduled.
¢ Distribution: This setting determines how the message is sent.
o Push notification: Send push natification.
o In-app message: Send an in-app message.
o In-app message if Push unavailable: Send a push but when not available, send an in-app
message.
o In-app content: Content to be displayed in a container in the app.
o Type: This is the type of message that will be sent. Not all types are available for all distributions. The
available types are:
o Alert: (Not available for in-app content) This option sends a simple text notification that is no more
than 500 characters. Text entry must be surrounded in single quotes. To use personalized fields,
add them with the plus sign. Example: ‘Hello’+MASTER.FIRSTNAME
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Ge130% off all suring
collegtion!

o HTML (not for in-app content or in-app message): With this option, you can specify website
content containing text (max 500 characters), links, images or any other HTML5 elements. HTML
notifications are recommended for message formatting.

ey

FASHION
FLASH

EXTRA 42% OFF

ON ORDERS ABOVE $100

USE CODE

o URL: With this option, you must enter the URL of a website page in the Message Content box.

The content of the referenced website is displayed in the notification window and the app user can
browse the web page.
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o Image: When this option is selected, you can click the Upload button (under Message) to select
an image from the Image Management window (shown below), which gives you access to the
images in Campaign. Or you can enter the URL of an image on a web page. When an image
notification is sent, the URL of the image is sent and the image is rendered when the notification is

displayed.
Image Folder Image View
. Select ¢ Cancel [fNew 53 Delete ERUpload many [ Delete [JCrop @ Zoomin & Zoom Out Q Zoom All Q Zoom Real

E--@ || Name Type Size Created on )
=R FA10pctoff.gif gif 3488 03/23/17 09:35:32
BB 1 28 FE254433.jpg jpg 3450 03/23/17 09:35:32
1B 120 FE1254433_1.png png 10505 03/23/17 09:35:32
- FEamerican-express.png png 15306 03/23/17 09:35:32
i+ B3 adhoc Fbanner-img.png png 284333 03/23/17 09:35:32
[H-E3 btns FElbanner_cb_electronics.jpg jpg 81886 03/23(17 09:35:32
B buildings FElbanner_cb_garden&material... jpg 116806 03/23/17 09:35:32
E-B3 collaboration FElbanner_cb_garden&material... png 69542 03/23/17 09:35:32
BT divider FElbanner_cb_general.jpg jpg 42791 03/23/17 09:35:32
FElbanner_cb_general_1.png png 14242 03/23/17 09:35:32
B Est Fbanner_cb_kitchen.jpg ipg 116781 03/23/17 09:35:32
FH-B Fr FElbanner_children.jpg jpg 64456 03/23(17 09:35:32
(-3 Frenchtraining EAbanner_electro.jpg ipg 50800 03/23(17 09:35:32
-3 Germany =l banner_fashion.jpg jpg 68385 03/23/17 09:35:32
1 BT header F&lbanner_home.jpg jpg 59007 03/23/17 09:35:32
= banner_home_male.jpg jpg 58874 03/23/17 09:35:32
B E&lbanner_no_children.jpg ipg 89471 03/23/17 09:35:32
B3 1K & banner_single.jpg jpg 89471 03/23(17 09:35:32
[+-E3 mobile FElbg-img.png png 2543 03/23/17 09:35:32
-F3 mse FEbg2.png png 54547 03/23/17 09:35:32
GBI Newsletters & border-img.png png 2827 03/23/17 09:35:32
FE bottom-img.png png 3490 03/23/17 09:35:32
i1 B3 other & btn-top-img.png png 2029 03/23/17 09:35:32
B3 Parana FEbus.jpg jpg 65852 03/23(17 09:35:32
=B retailshop FEIBU_action_GB_EM.gif gif 2093 03/23/17 09:35:32
-9 site FElBU_spacer_GL_GL.gif gif 49 03/23/17 09:35:32
P& Caribou-Blend-Coffee-K-Cup... png 17124 03/23/17 09:35:32

B support ¥ || Fcarinsurance.ina ing 73342 03/23/17 09:35:32 v

o Map (Not available for in-app content) With this option, markers (map pins) must be defined to
display on the map. At least one marker must be defined. When you select this type, an additional
Markers tab is added to the dialog.
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Properties

General Links Markers Advanced

Register

Click the Add marker button to start adding markers.

Title

Description

Latitude

LOFI:\;JLIdE
| |

T

The Title and Description that you enter for the marker will be displayed in the information window
when the user clicks on the marker on the map.

Note: A maximum of 100 markers is may be defined.
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e Pagein another journey: This allows to jump to a page in another journey and is available for push
notifications and in-app content.

e Category: Mandatory, but only applicable for in-app content. By setting a category for the in-app
content, you can display only content of the specified category in a container. For example, you could
create a container that only displays content of category “Home.”

e Sound: Specify the sound played when the push notification is received.

e Badge: OniOS devices only, when a notification is received, abadge is displayed on the app icon.
The number on the badge indicates the number of notifications received and not yet opened. The
number in the badge is always incremented by the number in the “badge” property of the notification.
Opening the app resets the badge.

e PushBanner: Only used for push messages.

o Title: Title displayed when a push message is received in the notification center or in the lock
screen (depending on iOS setting).
o Content: The content of the notification in the notification center.
e Message: Used for push, in-app messages, and in-app content.
o Title: The title of the message that will be displayed in the application inbox or in the app
container.
o Content: The content of the message or in-app content.
e Upload: This button allows you to upload an image from Campaign.

9.1 PUSHPERSONALIZATION

You can personalize a page displayed in the push message (for example, the contact’s address and first
name) by using two journeys.

e Create ajourney that contains a Push component of type URL, with the URL pointing to the input
component of the journey containing the web page. This URL requires a parameter to pass to the
input component. For example:

http://[install]/optiext/optiextension.dll?ID=Ji6eQccmuP59n4Ge99K38ssUESqVACbAr%2B%2B66Cn0OI1Bs
zIJ8vkX500gbB602Sprz7ClhcbcaXjV3GCURENT_ID=MASTER.ID)

e Create a second journey with an Input component that expects the ID of the current device, and
perform a lookup in the Devices table and then display the page with the personalization.

e The URL used in the Push component will then point to the URL available from the Input componentin
this journey, completed with the parameter.

Example:
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i) ™ I = =3 URL used in the Push notification configuration

9.2 LINKSINPUSHNOTIFICATIONS

On the Push notification Properties screen, you can also add hyperlinks to notification push messages.

A maximum of three links can be added to push and in-app messages. For in-app content, only two links are
recommended and, for images in in-app content, only one link is recommended by iOS.
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Properties x

General | Links | Advanced

Overview of all links in this push notifcation

Label Type Target Probe ID

Label | |

Type

Target

Open browser
Open app
Open a method in your app
Open store

Response with keyboard
Page in another Journey
Open Passbook

|

For each link, specify a Label, Type and Target.

The following link types are available:

Simple: This is a simple hyperlink to a website URL.

Define reaction in the journey: When this link is clicked, the journey redirects to another journey to send
an email, etc. When the user clicks the link in the notification, it will close the notification.

Technical Note: Currently, for technical reasons, when using this link, the Push component is followed by a
Page component.

Make a phone call: Allows the app user to make a phone call to the defined phone number.

Send a SMS: Opens the default SMS application and sends an SMS text message to the indicated
phone number.

Open mail client: Opens the default email application to send an email to the indicated email address.
Open browser: Opens the default browser on a defined URL.
Open app: Opens a defined application such as Facebook, Twitter, etc.

Technical Note: The syntax of the target differs depending on the mobile device operating system. Currently,
no automatic conversion is made to the correct syntax for iOS or Android. It is recommended that you create
two separate Push components dedicated to each OS.

Open a method in your app: Opens an APl method in the application.

Open store: Opens the store application (iTune or Android Market) to download a defined application.
Response (not applicable for in-app content): aresponse is sent with a hardcoded reply.

Response with keyboard: (not applicable for in-app content) Closes the notification and shows the
keyboard and text area. When text is entered, a Send button is available. The entered response is
send to the web service and stored in the table Events.

Response with picture (not applicable for in-app content): there are two links in the app, one to take a
picture and the other one to select a file. The interaction on these links is not tracked.

An example of use of this could be a contest, where people need to send a picture holding the brand’s
product.
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Example with links:

e ey 2z

FASHION
Fl AQH

EXTRA 42% OFF

ON ORDERS ABGOVE $100

LISE CODE

Page in another journey: Opens the page in the browser
Passbook: Opens the passbook file at the given URL (eg. airline boarding pass, movie tickets, etc).
The passbook file must already exist. Campaign nearly provides the possibility to open it. When the
button is clicked the notification is closed and the passbook is opened.
Note: depending on the selected Passbook provider personalization fields can be added. The field values are sentvia a
dynamic URL. Note2: Passhook formats are different depending on the OS. Make sure to target the right devices when
sending a passbook.

Note: Links that are added to the push message behave like sensors in the message that send the contact to an external
location. They can be used as events in a journey to move the contact further along the journey.

9.3 ADVANCED PUSH PROPERTIES

On the Push Noaotification Properties screen, you can click Advanced tab to configure the mobile device IDs
and other parameters.
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Properties x

General | Links | Advanced

Device platform:

Dievice token: MASTER.DEVICE_TOKEN

Device |D: MASTER.DEVICE_UID

Push optout: MASTER.PUSHOPTOUT

In-App optout: MASTER.IAMOPTOUT

Show in-app cotent: vl
Awvailable offline: m v
Expiration date:

e Device Platform: Sets the platform (I0S or Android) to which the message is sent. This information is
available in the audience list (e.g. DEVICES.PLATFORME)

e Devicetoken: Defines the specific device to which the push notification should be sent. This information
is available in the audience list (DEVICES.DEVICE_TOKEN). The device token is a combination of the
device ID and the app. When multiple apps are installed on the device using the same SDK, the device
token will allow differentiating between the different apps. The device token is only used to send push
notifications.

o Device ID: Field allowing retrieval of the device ID of the target (MASTER.DEVICE_ID). Thisis the ID of
the device that is used to send in-app messages.

o Expiration date: This applies to push and in-app messages and sets the expiration date after which non-
retrieved messages are no longer delivered.

The expiration date is mandatory and by default set to 'today + 2 months'.

Expressions can also be used in the expiration date field (eg.: ~(DATEADD('dd',7, GETDATE()))~)

¢ Available offline: Stores the in-app content locally once it has been viewed.

¢ Show in-app content one time only: If set to true, the content will only be shown during one session. If
the user leaves the app and comes back again, the content is no longer available. If the option is not
set to true, the content remains available until there is new content available on the server for that
container.
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10 Events generated by the Mobile push component
The Mobile Push component generates a series of events, based on the links created in the message.
User interaction with these links can be used to push the contact further along in the journey.

Example:

In the image below, the links ‘Go to Promo’ and ‘Remind me Later’ are simple links. The interaction on these
links can be used as an event in the journey:

Properties

General | Buttons | Advanced

Overview of all buttons in this push notifeation

Label Type Target Probe 1D

Go to promg Simple https://parana.seligent.com/Demos... 100
Remind me later Simple 101

Link properties

Link properties

From This week's promo (15}
To: 5 - Mobile - Rates 1.2 (20)
Buent Event

& Mot clicked on sensor Remind me later (1071}
& Not clicked on sensor Go to promo (100}

V] Uid&nsor Remind me later (101)

O Click sensor Goto proma (100)

Delay: Hours v

Itis also possible to use the default events for a message, such as Send, View, Undeliverable and After
delivery, as an event in the journey.

Example:

In the journey in the image below, when the user receives the push message, a link is available to request the
coupon. When the user clicks the link, an email is sent with the coupon.
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&A=

B Start InList
:

Sendcoupon List - PushDevices ) | Coupon

A W . .
Exacution: Single shat L (1) . <)
[FlowID: 53) 7 .
General | Data r 4 \
Profile extensicns A A
Sdadhmumt}gmmwrwhmﬁmuhmm. \‘
Seape Felaion  LinkName Litame \
M USERS N1 USERS Pushlsars
General | Buttone | Advanced A
A3
T A
Name | Coupon \ v
A
o Y
Ao it Text ‘Dear '+ MASTER. FIRSTNAME +, a coupon is available for you.'
Defne an addtional iter based on previous Lser nteraction ' I
Content Upioad
Type Fiter
Sound nane v Badge
Soc | o

Note: Since the journey uses the Devices for an audience list, you need to enable the use of linked lists in the Audience

component/Data tab to be able to personalize the message and send an email.
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11 Using Mobile push component in a journey

When sending push messages from a journey, the Devices list is used as the audience list. This is because
one contact can have multiple devices and if we use the contacts audience list, Campaign does not know to
which device the message should be send as there can be more than one.

11.1 PUSHNOTIFICATION FORALIMITED AUDIENCE

Following is an example of a push notification sent to a limited audience:

{Er\jn:

- Mohile - Re-engage Mobile Users List - Devices Instant - This week's promae
Last run: (1] (22}
Execution: Every 60 minutes

[FlowID: 240)

The filter applied to the Devices list will only target specific devices. The purpose is to relaunch users to use
the app.

In this example, we assume that a user that logged on only once more than a week ago is a new user and it
might be interesting to relaunch this user. Users that have connected multiple times in the past but haven't
logged on for a month are considered as users that have ‘abandoned’ the app. The first part of the condition
checks for users currently not registered or logged on.

BFd REGISTER =0
OR
LOGGED =0
OR
LOGIM_COUNT =1
AMND
LAST_LOGIM = 70D
OR
LOGIM_COUNT = 1
AND
LAST_LOGIM = 1MM

The Push notification itself is a text message with a Remind me laterlink. For contacts clicking this link, an
event is triggered and stored in the Events list which allows us to use that information and target them in
another journey.

The following is an example of a triggered journey using the information stored on the events triggered on a
device:
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The audience is filtered based on the following filter: only contacts that pressed the button 'Remind me later' in
the last two days are targeted:

Include where exists PushEverts
TYPE = ClickButton

AND

BTMLABEL = "Remind me later’

AND
[

CREATED_DT «-2DD

Another example of the use of the Push notification, after a Split component where a check is made on
information in the user profile of the contact.

&A=

H Start N InList N
¥ 5 electra | E
" M

ush - Perso Promo - Splitinterest  List - PushDevices Split PROFILES. TAG_HIT_ITEM_CATEGORY_TOPZ2
. Instant - Electro

ecution: Single shot (12} (12) .
(14)

o
- N
L

Instant - Fashion

[FlowID: 243)

[13)

-
., N
L

Instant - Home

[18)

In this case, the user’s profile in Site is directly linked to the Devices list and the audience list in the journey is
set to enable the use of the target profiles:
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General Data
Profile extensions

Selectthe profile extensions that should be loaded for the execution of this journey.

Scope Relati.. ListName
[] EXTENDEDPRO... 1:1 Devices13EXTMO...
TARGET N:1 Site Profiles

|:| USERS MN:1 Parana Users

The Split component will then use a field in this Site profile to detect points of interest and send notifications in
correspondence with their interest:

Split properties
General
Split condition

Selectthe field or formula the split will use

Audience 'TARGET (Site Profiles)
Field | TAG_HIT_ITEM_CATEGORY_TOP2 v |
Formula
User status
Splitvalues
Values to be used in the split

Predefined values Manual Query currentvalues

Value Description

electro electro

fashion fashion

home home
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11.2 IN-APP MESSAGE

This example will show the app user a map with the shops. In this case, it is an in-app message and is only

displayed when the contact is in the app.

When the in-app message is sent, it is marked as treated.

1. Create a journey ‘Favorite shops’ and add the devices audience and mobile push component as we

have already done in this example

2. Open the properties of the push component.

3. Selectin-app message and map as type. The markers tab is added.

+*NMA=MO

Favorite shops
Express journey
Execution: Single shat

(FlowlD: 364)

General | Links | Markers | Advanced

Name [ shops

Distribution In-app message
Sound none

Push banner
Tite

Content

Message

Title

Content

~

Badge

v Categary

Scheduled

Upload

4, Add first a title and content for the message.
5. Next on the markers tab, add the latitude and longitude of each one of the locations. Use single quotes

everywhere.

Using Mobile push component in a journey
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Properties

| General | Links | Markers | Advanced

Overview of all markers in this push notification

Title Description Latitude Longitude
Brussels 50.8503 4.3517

Edit marker Delete marker Add marker

Coc | oo |

6. Close the dialog and save the journey.
7. When the message is sent it looks like follows in the app:

| i} o 4 m 17:01

-0

= PARANA e

LATEST PRODUCTS
Q Mango Grey
Ny
).
‘J

Polaroid Cube

the Polaroid Cube lifestyle
action camera—water resistant,

chnnlknranf manntahla and hiilt tn

8. When the message is opened all inbox messages are listed and the one sent last is at the bottom
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(1]

Promo mercredi
Promo of the week mercredi
Promo of the week mercredi
Promo of the week mercredi
Shops 16:59

9. Openthe message. The map with a marker on brussels is displayed.

(o] Q0 RV 4 m17:01

®

Amsterdam E
®

Rotterdamo Pays-Bas

ARVers
I~ fe}

Bruxelles
[}
ollille o

Belgique

Luxembourg

Paris

Jours
Google
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11.3 INAPPCONTENT
With this exemple we want to show you how specific content can be added to the mobile app.
The app developer will define in the app containers where this content will be placed. These containers have a
name and this name is what will be used when configuring the content.
In our example, the container in the app is called 'Banner’.

1. So start by creating a journey using the Devices list and the Push component.

- /H=0

Mobile: In-app content prome List - Devices Gadget proma
Execution: Every 50 minutes (1) )
[FlowID: 286)

2. In the properties of the push component, set the following and upload the image

General | links | Advanced
HNaifie Gadget proma Scheduled w
o . L . Tepe  feeeo A | I —
Dl niairor S O L v ¥ ST (= “EnneT
Senond rons Eadge
Puzh banrer
Tt "Gadget promsa
Corytent ‘oroma’
Messags
Tier 'Gadget proma
- —_—
Conlent i {iparans, sebgen b, com Smages Sobie SSad getapnoma. prg' ll'*}' Lipload 1
————————

3. Distribution is set to in-app content of type image.

4. The execution is set to scheduled. In this case the journey scheduling options are taken into account. (If you

would want to send thisa s an instant message, similar to an instant email, you can set it to instant and it will be
sent after a contact click event.)

5. The location in the app where the image must be displayed is defined by the Category field. The name of the
category here must correspond to the name of the used container in the app.

6. Sound can be used to display a sound when a message is received and Badge works only on 10S to set the
number of unread messages in the app icon.
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When the journey is executed, the selected image will be shown in the app, in the Banner section

(™M) O "¢ m 15:59

= PARANA e

LATEST PRODUCTS

@. Mango Grey

Polaroid Cube

the Polaroid Cube lifestyle
action camera—water resistant,

chanknranf manntahla and huilt ta
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12 Mobile push reporting

Reporting on Mobile Push is available from the standard Interface reports. To access them, go to the journey
containing the Mobile Push interface and select the interface from the tree on the left.
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13 Q&A

Is Mobile push also available for in-house customers?
Yes, it is available also for in-house customers, but the Mobile Push Services will be deployed on installations

for all customers (Saas and In-house). From a security point of view, this means that the necessary ports must
be opened on the customer’s installation.

Do we have reporting on the mobile interactions?
Mobile push component is an interface component. The mobile push reports can be found in the portal with
the other interface reports. Status field in the interface table can show if the push has been sent, in error, or in

process. In addition, all events related to the Mobile SDK are stored in the “PushEvents” table (push received,
push open, click button, user custom events).

Can we track the user behavior within the app and use that info in Campaign?

Yes, custom events can be created in the app, allowing to track the user behavior and send the information
back to the platform to enrich the profiles.

Each custom event can be stored at different levels depending on how the environment has been set up.

Information can be stored in the PushEvents tables or in one of the two audience lists containing the devices
and the users.

Is Mobile push delivered free of charge?

Sending the actual push message is free, but the Mobile solution is charged in the ES platform. Charges are
based on the number of contacts.

Is it possible to be redirected from a push message to a specific section in the app?

Yes, a specific button is available to open the app on a specific section.

Is it possible to track if an app user visits a webpage from a notification message?

Yes, the standard Campaign mechanism can be used to track if a user visits the page. This mechanism is
based on the tracking functionality of Campaign.

Is there multi-language support?

When messages need to be sent in different languages, that needs to be handled in the journey itself by
creating the message in the desired language. The language of the recipient can be based on the language of
the device, which is available by default. A custom property can be added for the language of the app.

When using notifications of type URL, where must the URL be located?
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The moment the specified URL is accessible from the environment, its content is shown. It is of no importance
where the URL is located on the Campaign server or somewhere else.

Can we send notifications to anonymous users?

The only thing required to be able to send notifications is a device-token and the device-id. The device-token is
required to be able to send messages. The device-id is required to receive events.

Can we send notifications to users that have not registered or logged on?

Yes. All users that have installed the app can receive messages from Campaign.

Is it possible to measure the open rate of a push message?

All events linked to the notification are stored in Campaign: push open, click button.
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14 Addendum: The IOS Certificat

The first step is to create the certification Request file.
1.Todo this, launch the KeyChain application on your Apple computer.

2. In the top menu bar, click KeyChain Access, then click Certificate Assistant, and select “Request a
certificate from a Certificate authority”.

Open...

Create a Certificate...

Create a Certificate Authority...

Create a Certificate For Someone Eise as a Certificate Authorly..
Request a Certificats From a Certificate Authoriy...

Set the default Certificate A sthority...

Evaluate a Certificate...

3. In the dialog that is displayed, enter some email data (this can be whatever you want) and make sure to
indicate where the file must be saved. We will save it to disk.

&  Cortificate Assistant File  Edit  Window

[l Gk to ock the g keychai.

S svstem Rosts
= (] Cortificata Assistant
Certificate Information

Enter infarmation for the certificate you are recuesting. Cliek
Continue to request 8 certficata from the CA.
User Emad Adgress: mail@yourmat com B
Cormman Narme: [aryiring
[ chmat adarens

Bequastis  Emaledts the CA
© sivearoams
Lot e spacity vey par intormaten

A A nems.
Passacrts

Sacurs Nates
Ly Certricates
i wevs
[ centmicates

4. Click Continue.
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5. In the second dialog, provide a name for this file and use the extension dot .CertSigningRequest. Indicate

where the file must be saved. We will save it to our Desktop here.

Cortificate Assistant

Save As: Mm steS: . - bt

Tags-
Where:

I

6. Click Save and then click Done.

The next step is to create the actual certificate.

} Click
™ Desktop B
concer (N
Aequest is: Emaled 1o the CA
© Saved o aisk
Let me specify key par information
Continue

1. Go to the apple developer site, which is (http://developer.apple.com).

2. Log in to your developer account and go to Certificates, ldentifiers & Profiles.

3. Under Identifiers, click App IDs and then look for your app.

& Developer Discover Design

Certificates, Identifiers & Profiles

Distribute Support Account Q

Michae! Lodewiychs *

10S App IDs + Q

105, tvOS, watchOS -
¥ Cenificates | 6 App 1D total.
s Name
Pending NearglyBeacon
oo SelligentCOMMobileOfMine
Production
38k DemoApp
APNs Auth Key
sdkDevApp
B identifiers
sdkTraining
App iDs 13
Pass Type IDs a

Webnite Push 103
(Cloud Cantaimers

App Croups

[ Devices
Al
Apple TV
Apple Watch
wad
Phone

Pod Touch

Provisioning Profiles
An
Development

Distribution

Ours is called ‘yourapp’.

4. Click it and click Edit.

52
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Selligent Near@ySeacon
Selligent MobileAop
com selligent sdkDemoADD
Selligent sdkDevApp

com sefligent sdktraining

com.selligent yourapp
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@& Developer Discover Design Develop Distribute Support Account (o}
Certificates, Identifiers & Profiles Michae! Lodewijckx
108, tvOS, watchOS - i0S App IDs + Q

—

5. Make sure to check ‘Push notifications’:

= Distribution

Addendum: The IOS Certificat

Service Oeveiopment Distribution
App Groups * Dusabled * Disabled
Assoclated Domains. © Diabled * Disabled
Data Protection ~ Duabled  Disabled
Came Center ® Enabled @ Enabled
MHealthiit  Disabled ~ Disabled
Homekit  Disabled * Disabled
iCloud  Disabled * Disabled
In-App Purchase ® Enabled © Enabled
Inter-App Audio . Disabled * Disabled
Network Extensions. © Disabled © Disabled
Personal VPN © Disabled * Disabled
Push Notifications . Drabled . Disabled
Sirikin . Drsabled . Disabled
Wallet  Disabled * Disabled
Wireless Accessory ° =
—lh
HomeKit
@ Dvsabled
G ooy
@ Disabled
Compatibility
o Compatible wath Xcode 3
nclude Cowdist support irequires Xeode & and explic
U s
@ Enabled
Gt
MNetwork Extensions
@ Disabled
@ Personal VPN
@ Disabiled
D Push Notifications
® Configurable
Apple Push service S5L G

To configure push notifications for this 03 App ID. a Client SSL Certificate that allows your
notification server to conmect to the Apple Push Motification Service is required. Each IDS App ID
requires itRown Client SSL Certificate, Manage and generate your certificates below,

s Development S5L Certificate

Create an additional certificate to use for this App I0.

La Production 550 Certificate

Create an additional certificate 1o use for this App ID. %

SiriKit
@ Dusabiled

Wallet
@ Dvsabbed

Creave Certificate_

= Wireless Accessory Configuration

==
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6. Next, click ‘Create certificate’.

7. Then click Continue.

8. Next, you need to select the CSR file that we generated previously using the KeyChain tool. Select ‘Choose
file’ and navigate to the Desktop to locate the file.

& Developer T sfElm ®-  moee <
Foverien Today ~  Date Modified
Certificates, | B Ay F CortificateS._ingRequest  Today, 1339
| & ciowd rive Previous 7 Oays
0S. tvOS, 0 SefigentDe..25 13-58-58 75 Nov 2018, 1357
way @} o | SeligentDe.3-56-58.2lp 25 Now 2018,
= < A dox Previous 30 Oeys
¥ Centificates &) Macintosh HD I Back up pro_ning profles 23 Now 2018, 10:37
AN 2 Deskiop 4 com.selige.2 scappdata 15 Nov 622
0 SeWigentDe 5 10-44-42 25 Oct 2006, 1044
» Pend: Documents
s o 0 SeligentDe..23 10-45-12 23 Now 2018, 1045
» Development. ) Downloads ! SeligentDe..10-45-12.21p 23 Now 2016, 10:45
[
» APNs Auth Key B3 IOSSDK @' Workbook? 12 Sep 206, 2158
£ i0SSOKTentaAPP Ausguat
B dentifiers £2) 10550k Template 2 Certificates Today, 12212
* App 103 = 2 1 ScreenShots oday, 1209
Jure
o Pass Type 103 ) Release SOK b
W testXCoded 7 Jun 2096 14:41
» Webuite Push
» iCloud CONtbllmme e Upload CSR file.
» App Croups Select cenSigningRelpest file saved on your Mac
U Devices
. Choose File...
» Apple TV e: —
s Apple Watch
. Pad
" Phone
Pod Touch

* Distribution

The name of the file is now displayed.

54

34 x8

Cancel

ccount Q

ez ot Lodewijcks =

Foider 4. Your
cicder ¥ default

sted
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[ Developer Discover Design Develop Distribute Support Account Q
Certificates, Identifiers & Profiles Michae! Lodewijchx
105, tvOS, watchOS - Add iOS "Certificate”
o Bt —
AR
» Pending
- - Generate your certificate.
» Production
» APNs Auth Key
& identifiers When your CSR file is created, a public and private key pair is automatically generated. Your
= Ave Ith private key Is stored on your computer. On a Mac, it s stored in the login Keychain by default

and can be viewed in the Keychain Access app under the "Keys™ category. Your requested
» Pass Type 103 certificate is the public half of your key pair,

* (Cioud Containers Upload CSR file.
» App Croups Select centSigningRequest file saved on your Mac.

{ Devices L}

# Apple Watch
. Pad

» Phone

» Pod Touch

“ Ditribution
| T G,

Copyright © JO16 Apgi Inc. All nghts reserved. T of Ui Frmacy Palicy

9. Click Continue and then click Download

& Developer Discover Desian Develop Distribute Support Account Q
Certificates, Identifiers & Profiles Michae! Lodewijchs >
108, tvOS, watchOS - Add i0S "Certificate”
@ Certificates Sele 3 Generate
AR
£ B
SN | Your certificate is ready.
» Production
» APNs Auth Key
I Wencifiers Download, Install and Backup
" App 103 Download your certificate to your Mac, then double click the .cer file to install in Keychain
 Pass Type IDs Access. Make sure to save a backup copy of your private and public keys somewhere secure.

» Website Push IDs
® iICloud Contaimers

SRy [ Name: Apple Push Services: com.selligent. yourapp
e Type Apple Push Services
U Devices Expires: Jan 01,2018
- AN
ew =3
= Apple Watch
» Pad
» Phone Documentation
» Pod Touch For more inf on using and your read.

B App Distribution Guide

- AN
# Development
“ Distribution

Capyright © J016 Apple tnc. All nghts reserved.  Taem of Uve Pevacy Palicy
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10. When it’'s complete, click Done. The certificate is now available for the Certificates entry in the KeyChain
application.

11. Next, return to the KeyChain Access application and Under Category, click the ‘My certificates’ entry.
From here we will export the certificate.

<<<<<

12. From the folder where the certificate was downloaded, double-click the file. It will automatically be added
here to the KeyChain Certificate folder.

13. Once the certificate is displayed, make sure to expand the folder.

14. Right-click only the certificate (which is the first line, don’t include the private key) and select from the
menu ‘Export ‘Apple Push services....’

eve Keychain Access

[ Ccx ook e login heycrain vou o
= Apple Push Services: com.selligent.yourapp
. ey » o
™ [
s o
s

New identity Preference.

Copy “Apple Push Services: com selligent yourapp™
Delete “Apple Push Services: com.seligent yourapp®

Export "Apple Push Services: com.selligent yourapp™._.
Gt info
Evaluate “Apple Push Services: com.selligent yourapp"™..
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15. Give the export file a name and again indicate where the file must be exported to (the Desktop, in our
case).

Save As: | Certificates e
Tags:
Where: 1 Desktop %)
L3
File Format:  Parsonal Information Exchange (.p12) o
o (NN

16. Enter a password for this certificate and click OK.
17. Next, click Allow to export the file.

The certificate is now ready to use.
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